Hwéng din xac thue chir ky s6 trén Acrobat reader XI:
e Cac trang thai xac thuc chir ky so trén Acrobat reader XI:

Hinh anh hién thi

Mo ta

‘ % Signed and all signatures are valid.

Tai liéu da dwoc ky s6 va tat ca chir ky déu
hop lé

Certified by Pham Céng Thao <thaopc@ca.govn >, Ban Cd
yéu Chinh phl, certificate issued by Co guan chung thuc 5o
Chinh phu.

Tai1 liéu da duoc xac thue bot nguot ky

% At least one signature is invalid.

Ta1 ligu da duoc ky. tuy nhién it nhat mot
chir ky trén tai lieu khong hop 1é.

The validity of the document certification is
- UNKNOWN. The author could not be verified.

Chting thw s6 RootCA chira dwoc thém vao
kho tin cay ctia Adobe Reader. nén chura xac
dinh dugc trang thai xac thue cua tai lieu

% At least one signature has problems.

C6 it nhat mot chit ky gap van dé (_CE"EI] xem
chi tiét thong tin xac thue chi ky dé kiém tra
tinh xac thue cua tai liéu)

e Cic buéc ciu hinh Acrobat reader XI :

if - Adobe Reader
Window Help

Ctri+Z

Shift+Ctrl+Z

Cut Ctri+X

) Copy Ctrl+C

Paste Ctri+V
Delete
Select All Ctri+A
Deselect All Shift+Ctri+A
Copy File to Clipboard

i@ Take a Snapshot
Check Spelling >
Look Up Selected Word...

4 Find Ctri+F
Advanced Search Shift+Ctrl+F
Protection
Analysis
Accessibility




Cateqariss:
Digital Signatures
Commenting
Documents Creation & Appearance
Full Sereen
& " = Control options Tor signature creation
a_ = Set the appearance of signatures within a dacumment
Page Display
30 & Multimedia Verification
Accessibility - Contral how and when signatures are verified
Adoba Online Senices
Email Accounts
Forms Tdentities & Trusted Certificates
Identity
Internet = Create and manage identities for signing
lavaScript = Manage credentials used to tnst documents
Language
M“’”":'"g 2 Dacument Timestamping L
Measuring (300 3
Measuring (Gen) = Configure timestamp server settings

Multimedia (legacy)
Multimedia Trust Jlegacy)
Reading
Reviewing
Search
Seourity
St Epban =y
Signatures

ng
Tracker
Trust Manager
Uniits
Updater

™




- Ta cAu hinh ba muc Creation & Appearance, Verification va
Identities & Trusted Certificates nhw sau:
Creation & Appearance:

Creation and Appearance Preferences E
Craation
Default Signing Method: Adobe Default Security -

Default Signing Format: LF"KCS#? - Detached |

When Sigming:

] Show reasons
1 show location and contact informaticn
~ | Include signature’s revocation status

| Wieww docurments in Preview Mode

Enable Rewview of Document Warnings: Always =
Prevent Signing Until Wamings Are Reviewsad: | Rewver =l
Appearances

Edit.

Delets

eie | =




Verification:
| Signature Verification Preferences

W Werify signatures when the document is opened
o When dooument has valid but umtrusted signatures, prompt to review and trust signers

Yerfication Behasviar
When Verifying:
@ Usethe document-specfied methad: prompt f unavailabl=
(7 Usethe document-specfied method; if unavailable, use default method

[l Al‘wu:,rs use the default method: Adobe Default Securiby

| Require cartificate revocation checking to succeed whenever possible during signature verification

| Ignore document validation information

Yerification Time
Werify Signatures Using:
1 Time at which the signature was created
I i@ Secure time (tim estamp] embedded in the signature I

[l Current time

I ] Uee expired timestamps I

Verdication Informmation
Automatically add venfication information when snang signed POF:

@ Askwhen verificabion information is too big
2 Ahways

1 Mewer

Wind ows Imbegration
Trust ALL root certificabes in the Windows Certficate Store for

Walidating Signaotures

|¥| ¥alidating Certified Documents I

Selecting esther of thes= options may result in arbitrary material being treated as trusted content
Take care before enabling these feabures,

[ hHee | im{i[ e




Identities & Trusted Certificates:

i

Digital ID and Trusted Certificate Settings

Digital IDs

_}' Edit Trust

ﬁImport ﬁ Export @Cer’ciﬁcateDe’cails @ Remove

Name Certificate Issuer Expires i
Abitab Autonidad Certificadora Raiz Maci..  2031.10.2717:27:25 7 U
ACQOTU AC Racine - Root CA - 2012 20201231 13:00:00 Z
ACQOTU AC Racine - Root CA - 2012 2027.06.21 14:33:22 Z
AC Raiz Certicamara S.A. AC Raiz Certicamara S.A. 2031.05.2418:39:46 7
Actalis Authentication Reot CA Actalis Authentication Root CA 2030,09.2211:22:02 7
Admin-Root-CA Admin-Root-CA 2021.11.1007:51:07 Z -

Manage My Trusted Certificates

trusted.

certificates.

\i This is a list of the trusted certificates that are available for your use on this computer. Every
digital signature inclides a certificate that is used to determine whether the signature is valid and

Use Edit Trust to specify the actions that a document signed with a particular certificate is
allowed to perform. Use mport to add a certificate to vour list of trusted certificates. Use
Export to share your certificate with others. Use Certificate Details to see more information
about a particular certificate. Use Remove to delete a certificate from your list of trusted

Browse... dén duong din chira File x4c thyc cta ban co yéu Chinh Phu

(C6 thé tai tai dia chi sau . http://portal.ca.gov.vn/KnowledgeSharing/Pages/TaiChungThuSo.aspx )

Choose Contacts to Import

. -

o |

This dialog will allow you to select contacts to impert into your trusted identities. You can also set the

trust for any certificates associated with the contacts being imported.

Contacts

Mame Email

= guan chung thuc so chuyen d...

Certificates

This list displays the certificates associated with the currently selected contact.

Subject Issuer Expires

Co quan chung thuc s...  Co quan chung thuc s..  05/03/2030 5:45:57 54

Remuove

Browse ...

Details ...

Trust ...

I Import ][ Cancel



http://portal.ca.gov.vn/KnowledgeSharing/Pages/TaiChungThuSo.aspx

- MGé File PDF di duoc ky s6 :

Kich chupt vio chi | LY

Signatures E |I|

=l Validate All

= Ej Rev. 1: Signed by Giam déc Nguyén Vin Tudng <nguyenvantuong@quangtrigov.vns
Signature validity is unknown:
Document has not been modified since this signature was applied
Signer's identity is unknown because it has not been included in your list of trusted ce
The signature includes an embedded timestamp but it could not be verified.
=l Signature Details

Reason: Giam ddc Nguyén Van Tuéng<nguyenvantuong@quangtri.gov.vn> d3 ky [én

Certificate Details...
Last Checked: 2019.12.16 15:03:00 +07'00"
Field: Signaturel on page 2

Click to wiew this version

This dialog allows you to view the details of a certificate and its entire issuance chain. The details
correspond to the selected entry.

["] Show all certification paths found I

Giam déc Nguyén Van Tt Summary | Details | Revocatio Jolicies | Legal Notice|

This certificate iz not trusted.

Trust Settings

#  Sign documents or data
#  Cerify documents

#  Execute dynamic content that is embedded in a
certified document

#  Execute high privilege JavaScripts that are embedded in
a certified document

#  Perform privileged system operations (networking,
printing, file access, etc.)

’ Add to Trusted Certificates...




7 )
Import Contact Sett =)

Certificate Details

Subject:  Gidm déic Nguyén Van Tudng <nquyenvantuong@quangtri.gov.vns
Iesuer:  Co quan chung thuc so Chinh phu

Usage: [hgital Jignature, Non-Repudiation, Encrypt keys, Encrypt document l

Expiration:  8/4/2022 217:24 AM

Trust

4 certificate used to sign a decument must either be designated as a trust anchor or
chain up to a trust anchor in order for signature validation to succeed. Revocation
checking is net performed on or above a trust ancher,

Use this certificate as a trusted root

If signature validation succeeds, trust this certificate for:

Si
Certified documents

ned docurnents or data

Dynamic content

Embedded high privilege JavaScript

Pr
Et

i
.

vileged system operations (netwaerking, printing, file access,




- Tat file PDF sau d6 mé lai:
File Edit View Window Help

dn | AR E S| @® 22| @ @[5
I@ Signed and all signatures are valid.

@ Signatures IE'E
Vi i Validate Al

¥ =2 Rew. 1: Signed by Giam d&c Nguyén Vin Twdng <nquyenvantuong@quangtri.gov.vn>
L7




